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RESOLUTION NO. 2022 - 04

A RESOLUTION AUTHORIZING THE MAYOR TO EXECUTE
A SOFTWARE AS A SERVICE AGREEMENT WITH SENSUS

WHEREAS, the City Council for the City of Troy, llinois, believes that it is in the best interest
of the City and its citizens to enter into a Software as a Service Agreement with Sensus to provide
the City with software related services for its Sensus FlexNet AMI meter system; and

WHEREAS, the City and said owner(s) have negotiated the terms and conditions of the
Agreement attached hereto and incorporated herein as Exhibit A, and the City believes that such
terms and conditions are in the best interest of the health, safety and general welfare of its citizens.

NOW, THEREFORE, BE IT ORDAINED BY THE MAYOR AND CITY COUNCIL OF
THE CITY OF TROY, ILLINOIS, AS FOLLOWS:

1. The recitals set forth above are hereby incorporated herein as if fully set forth.
2. The Mayor of the City of Troy, Illinois, is hereby authorized to execute and enter into the
attached Software as a Service Agreement with Sensus and is further authorized to take all

actions and sign all documents necessary to fulfill the intent of this Resolution.

3. This Resolution shall be in effect following its passage, approval and publication as
provided by law.

PASSED by the City Council of the City of Troy, Madison County, Illinois, approved by the
Mayor, and deposited in the office of the City Clerk this 18th day of January, 2022.

Corporate Authorities:
Mayor David Nonn _ ¢y
Dan Dawson g4YT Sam [taliano HE Ayes: o
Tim Flint aYE Debbie Knoll __ave Nays: o)
Elizabeth Hellrung  pegeost Tony Manley qgsent Absent: _3
Nathan Henderson DYE Troy Tumer gasewt Abstain: O
APPROVED:
By: Q //
DAVID NONN, Mayor
City of Troy, lllinois
ATTEST:

By: :
KIMBERLY,/THOMAS, Clerk
?ity of Troy, Illinois



SENSUS
a xylem brand

Software as a Service Agreement
between

City of Troy, IL
(“Customer”)

and
Sensus USA Inc.
(“Sensus™)

IN WITNESS WHEREOF, the parties have caused this Sofiware as a Service (‘Agreement”) to be executed by their duly
authorized representatives as of the day and year written below. The date of the last party to sign is the "Effective Date.”

This Agreement shall commence on the Effective Date and continue for 5 Years (“Initial Term”). The parties may renew the
Agreement for an additional term of 5 years by providing each other notice of intent to renew at least 90 days prior to the end
of the Initial Term (“Renewal Term").”

Sensus USA Inc. Customer: City of Troy, IL
e (L

By: \r P ] WV%Q/D By: [ A_ /%

Name: ‘Y"E m \-l QRRI&EQ Name: David Nonn

Title: V P AY ﬂ\‘t.’ nNA W‘\t( Title Mayor, City of Troy, lllinois

Date. a ! J“-' ! }0 M Date: Tows X Y- T

Contents of this Agreement:

Agreement
Exhibit A Software
Exhibit B Technical Support
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Agreament

General

A. Agreement Generally. The scope of this Agreement includes usage terms for Sensus’ hosled Software solution, technical support, and supporting terms and
condifions for an advanced metering infrastructure solution that Customer will purchase from Sensus’ authorized distributor. Customer is not paying Sensus
directly for the services provided by Sensus under the Agreement; rather, Customer shall pay Sensus’ authorized distributar pursuant to a separate agreement
between Customer and such authorized distributor.

Software.

A, Software as a Service (SaaS). Sensus shall provide Customer with Software as a Service, as defined in Exhibit A, only so long as Customer Is curent in its
payments for such services

8. UCIFA. To the maximum extent permitted by law, the Parties agree that the Uniform Computer Information Transaction Act as enacted by any state shall not
apply. in whole or in part, to this Agreement.

Spectrum

A Spectrum Lease. The parties previously entered into a spectrum manager lease an /412017 (the “Spectrum Lease’), which is hereby specifically incorporated
by reference.

Equipment.

A. Purchase of Equipment. Customer shall purchase all Field Devices, RF Field Equipment, and other goods (callectively, "Equipmen{’} from Sensus’ authorized
distributor pursuant to the temms and conditions (including any warranties on such Equipment} agreed by Customer and Sensus’ authorized distributor, This
Agreement shall not affect any terms and conditions, including any warranty terms, agreed by Customer and Sensus' authorized distributor, If Customer elects
to purchase any equipment or services directly from Sensus, o if Customer pays any fees or other costs to Sensus, then Sensus' Terms of Safe shall apply

The “Tems of Sale” are available at: hitps./Awww.gensus comite, or 1-800-METER-IT

B, THERE ARE NO WARRANTIES IN THIS AGREEMENT, EXPRESS OR IMPLIED. SENSUS EXPRESSLY DISCLAIMS ANY AND ALL REPRESENTATIONS,
WARRANTIES AND/OR CONDITIONS, EXPRESSED, IMPLIED, STATUTORY OR OTHERWISE, REGARDING ANY MATTER IN CONNECTION WITH THIS
AGREEMENT, INCLUDING WITHOUT LIMITATION, WARRANTIES AS TO FITNESS FOR A PARTICULAR PURPOSE, MERCHANTABILITY, NON-
INFRINGEMENT AND TITLE,

Services.

A Installation of Equipment. Installation services for Field Devices, ather goods, and RF Field Equipment will be as agreed between the Customer and Sensus'
authorized distributor. Sensus will not provide installation services pursuant to this Agreement

B.  Technical Support. Sensus shall provide Customer the technical support set forth in Exhibit B.

C.  Project Management. Sensus’ authorized distributor will provide project management services to Customer. Any project management of the FlexNet Systern
provided by Sensus shall be subject to a separate agreement which describes the scope and pricing for such work.

D.  Training. Sensus’ authorized distributor will provide Customer with training on the use of the FiexNet System. Any training provided by Sensus shall be subject
to a separate agreement which describes the scope and pricing for such work.

E. [T Systems Integration Services. Except as may otherwise be provided herein, Integration of the Software into Customer's new or existing internal IT systems
is not included in this Agreement. Any integration wark shali be subject to a separate agreement which describes the scope and pricing for such work,

General Terms and Conditions.,

A, Infringement Indemnlty. Sensus shall indemnify and hold harmless Customer from and against any judgment by a court of compelent jurisdiction or settlement
reached from any litigation instituted against Customer in the United States by a thind party which alleges that the FiexNet System provided hereunder infringes
upon the patents or copyrights of sueh third panty, pravided that Sensus shall have the right to select counsel in such procesdings and control such proceedings.
Notwithstanding the foregeing, Sensus shall have no liability under this indemnity unless Cuslomer cooperates with and assists Sensus in any such proceedings
and gives Sensus writien notice of any claim hereunder within fourteen (14) days of receiving iL. Further, Sensus shall have no liability hereunder if such claim
is related fo; {i} any change, modification or alteration made to the FlexNet System by Customer or a third party, (i) use of the FlexNet System in combination
with any goods or services not provided by Sensus hersunder, (i) Customer's failure to use the maost recent version of the Software or lo otherwise fake any
comective action as reasonably directed by Sensus, (iv) compliance by Sensus with any designs, specifications or instructions provided by Cusiomer or
compliance by Sensus with an industry standand, or (v) any use of the FlexNet System other than for the Permitied Use. In the event the FlexNet System Is
adjudicated to infringe a patent or copyright of a third party and its use is enjoined, or, if in the reasanable opinion of Sensus, the FlexNet System is likely to
become the subject of an infringement claim, Sensus, at ifs sole discretion and expense, may; () procure for Customer the right to continue using the FlexNet
System or (i) modify or replace the FlexNet System so that it becomes non-infringing. THIS SECTION STATES CUSTOMER'S SOLE AND EXCLUSIVE
REMEDY AND SENSUS' ENTIRE LIABILITY FOR ANY CLAIM OF INFRINGEMENT.

B. Limitation of Liability. Sensus’ aggregate iiability in any and all causes of action arising under, out of or in relation o this Agreement, its negotiation,
performance, breach or tesminatian {collectively “Causes of Action®) shall not exceed the grealer of; (a) the total amount paid by Customer directly & Sensus
under this Agreement; or (b) ten thousand US dollars (USD 10,000.00). This ks sowhether the Causes of Action are in tort, including, without limitation, negligence
or strict liability, In contract, under statute or otherwise. As separate and independent limitations on liabfity, Sensus' iabiiity shall be limited to direct damages.
Sensus shall not be liable for; (i) any indirect, incidental, special or consequential damages; nor {ii) any revenue or profits lost by Customer or its Affiliates from
any End User(s), imespective whether such lost revenue or profits is categorized as direct damages or otherwise; nor (ji) any InfOut Costs: nor (v} damages
arising from maincase or bottom plate breakage caused by freezing temperatures, water hammer conditions, or excessive water pressure. The limitations on
liability set forth in this Agreement are fundamental inducements In Sensus entering info this Agreement. They apply unconditionally and in all respects. They
are to be interpreted broadly 50 as to give Sensus the maximum protection permitied under law

C.  Termination. Either parly may terminate this Agreement earlier if the ather party commits a material breach of this Agreement and such material breach is not
cured within forty-five (45) days of writien notice by the other party, Upon any expiration or termination of this Agreement, Sensus’ and Customer's obligations
hereunder shall cease and the software as a service and Spectrum Lease shall immediately cease.

0. ForceMajevre. If either party becomes unable, either wholly or in part, by an event of Farve Majeure, to fulfil its obligations under this Agreement, the obligations
affected by the event of Force Majeure will be suspended during the continuance of that inability. The party affected by the force majeure will take reasonable
steps to mitigate the Force Majeure.

E. Intellectual Property Rights.
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i, Software and Malerials. Mo Intellectual Property is assigned to Customer hereunder. Excluding Customer Data, Sensus shall own or continue t own all
fight, title, and interest in and to the Inteitectral Property associated with the Software and related documentation, including any derivations and/or
derivative works (the *Sensus IP*). To the extent, if any, that any ownership interest in and to such Sensus IP does niot automatically vest in Sensus by
virlue of this Agreement or otherwise, and instead vests in Customer, Customer agrees to grant and assign and hereby does grant and assign to Sensus
all fight, title, and interesl that Customer may have in and to such Sensus IP. Customer agress not to reverse engineer any Sensus Products purchased
or provided hereunder.

ii. Cuystomer Data. Notwithstanding the prior paragraph, as between Customer and Sensus, Customer remains the awner of all right, title or interest in or to
any Customer Data. “Customer Data” means solely usage data collected by the Field Devices. To avoid doubt, Customer Data does not include non-End
User usage data collected by the Field Devices, Software, or FlexNet System, such as netwark and equipment status information or the like,

ii.  Consent to Use of Customer Data. Customer hereby irevocably grants lo Sensus a royalty-free, non-exclusive, imevocable right and license to access
store, and use such Cusiomer Data and any other data or information provided to Sensus, to {1) provide the Servica: (2) analyze and improve the Service,
(3) analyze and improve any Sensus equipment or software; or (4) for any other intemal use. As used herein, “Senvice’ means Sensus' obligations under
this Agreement.
iv. Access to Customer Data Within 45 days of Cuslomer's written request, Sensus will provide Customer a copy of the previous 24 months CMEP interval

file and detiver the file to a drop location specified by Customer.

Data Privacy. Customer acknowledges that Sensus and its Affiiiates (collectively, “Xylem’) will collect and process personal data for the purposes outlined in

this Agreement. Xylem's data privacy policy is available at hitps:ffwww.xylem.com/en-us/supportiprivacy/. Customer acknowledges that it has read and

understood Xylem's privacy policy and agrees to the use of personal data outlined therein. The collection and use of personal data by Customer is Customer's

responsibility.

Confidentiality. Except as may be required under applicable law, court order, or regulation, or to the extent tequired {o perform and enforce this Agreement,

both parties shall {and shall cause their employees and contractors to) keep all Confidential Information strictly confidential and shall not disclose it fo any third

party. The Confidential Information may be transmitted orally, in writing, electronically or otherwise observed by either party. Notwithstanding the foregoing,

*Confidental Information” shall not include; (i) any infarmation that is in the public domain other than due to Reciplent's breach of this Agreement, (i} any

information in the possession of the Recipient without restriction prior to disclosure by the Discloser; or (iii) any information independently developed by the

Recipient without reliance on the information disclosed hereunder by the Discloser. *Discloser” means either party that discioses Confidential Information, and

*Recipient” means either party that receives it

Compliance with Laws. Customer shall comply with all applicable country, federal, state, and local laws and regulations, as set forth al the time of acceptance

and as may be amended, changed, or supplemented. Customer shall not take any action, or permit the taking of any action by a third party, which may render

Sensus liable for a violation of applicable Bws.

i.  Export Control Laws. Customer shall; {f) comply with all applicable U.S. and local laws and regulations goveming the use, export, import, re-export, and
transfer of products, technalogy, and services; and (i) obtain all required authorizations, permits, and licenses, Customer shall Immediately notify Sensus,
and immediately cease all activities with regards Io the applicable transaction, if the Customer knows or has a reasonable suspicion that the equipment,
software, or services provided hereunder may be directed to countries in violation of any export control laws. By omdering equipment, software or services,
Customer cerlifies that it is not on any U.S. govemment export exclusion lisk

fi. Ant-Corruption Laws. Customer shall comply with the United Stales Foreign Comupt Practices Act {FCPA), 15 U.S.C. §§ 78dd-1, et seq. laws and
regulations implementing the OECD's Convention on Combating Bribery of Foreign Public Officials in Intemational Business Transactions; the U.N.
Canvention Against Carruption: the Inter-American Conwvention Against Corruption; and any other applicable laws and regulations relating to anti-comuption
in the Custemer's county or any country where periormance of this Agreement, or delivery or use of equipment, software or services will occur.

Non-Waiver of Rights, A waiver by either party of any breach of this Agreement or the failure or delay of either party to enforce any of the articles or other
provisions of this Agreement will not in any way affect, limit or waive that party’s right to enforce and compel strict compiance with the same or other articles or
provisions.

Assignment and Sub-contracting. Either party may assign, transfer or delegate this Agreement without requiring the other party's consent; (i) to an Affiliate;
(i} as part of a merger, or (i} to a purchaser of all or substantially all of its assels. Apart from the foregoing, neither party may assign, transfer or delegate this
Agreement without the prior written consent of the other, which consent shall not be unreasonably withheld. Furthermore, Customer acknowledges Sensus
may use subcontractors to perform RF Field Equipment installation, the systems integration work (if applicable), or project management (if applicable), without
requiring Customer's consent.

Amendments. No alteration, amendment, or other medification shall be binding unless in writing and signed by both Customer and by a vice president (or
higher) of Sensus.

Governing Law and Dispule Resolution. This Agreement shall be govemed by, construed and enforced in accordance with the laws of the State of lllinois .
Any and all disputes arising under, out of, or in refation to this Agreement, its negotiation, performance or temination ("Disputes’) shall first be resclved by
mediation between the Parties. Any Dispttes nol resolved by mediation between the Parties shall be filed exclusively in the Circuit Court of Madison County,
Winois, Third Judicial Circuit, any objections as to jurisdiction or venue in such court being expressly waived. TO THE MAXIMUM EXTENT PERMITTED BY
LAW, THE PARTIES AGREE TO A BENCH TRIAL AND THAT THERE SHALL BE NO JURY IN ANY DISPUTES.

Acknowledgement of Events. The parties acknowledge and agree thal the global COVID-19 pandemic {*COVID-19"} is angoing, dynamic, unpredictable,
and as such may impact the ability of Sensus to meet its obligations under this Agreement. The parties agree that, for so long as there is an impact of COVID-
19 on Sensus’ performance, all performance efforts by Sensus will be on a reasonable efforis basis only and Sensus shall not be responsible for failure to
meel its obligations, fo the extent that it is precluded from doing so as a resuit of COVID-18. The parties shall work, in good faith, o make any reasonable
adjustments that may be required as a result of COVID-19.

Survival. The provisians of this Agraement that are applicable b circumstances arising after its termination or expiration shall survive such termination or
expiration.

Severability. In the event any provision of this Agreement is heid to be void, unlawful or otherwise unenforceable, that provision will be severed from the
remainder of the Agreement and replaced automatically by a provision containing terms as nearly like the void, untawful, of unenforceable provision as possible;
and the Agreement, as 50 modified, will confinue to be in full force and effect.

Four Comers. This written Agreement, including ail of its exhibits and the Spectrum Lease, represents the entire understanding between and obligations of
the parties and supersedes all prior understandings, agreements, negoliaions, and proposals, whether written or oral, formal or informal batween the parties.
Any additional writings shall not modify any limitations or remedies provided in the Agreement. There are no other terms or conditions, oral, written, electronic
or otherwise. There are no implied obligations. All cbligations are specifically set forth in this Agreement. Further, there are no representations that induced
this Agreement that are notincluded in it. The ONLY operative provisions are set forth in writing in this Agreement. Without limiting the generality of the
fareguing, no purchase order placed by or on behalf of Customer shall alter any of the terms of this Agreement. The parties agree that such documents are for
administrative purposes only, even if they have terms and conditions printed on them and even if and when they are accepled and/or processed by Sensus.
Any gaods, software or services delivered or provided in anticipation of this Agreement (for e.g., as part of a pilot or because this Agreement has not yet been
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signed but the parties have begun the deployment) under purchase orders placed prior to the execution of this Agreement are govemed by this Agreement
upon its execution and it replaces and supersedes any such purchase orders.

Counterparts. This Agreement may be executed in any number of counterparts, each of which shall be deemed an original, but all of which together shall
constitute one and the same Instrument. Additionally, this Agreement may be executed by facsimile or electronic copies, all of which shall be considered an
original for all purposes.

Definitions. As used in this Agreement, the following terms shall have the following meanings:

A

moo

=r=x

=

s =<

B

“Affillats” of a party means any other entity controliing, controled by, or under comman control with such party, where "control” of an entity means the ownership, directly
or indirectly, of 50% or more of either: (i) the shares or other equily in such entity; or ii) the voling rights in such entity.

“Confidential Information” means any and all non-public information of either party, inchuding all technical information aboul either party’s products or services, pricing
information, marketing and marketing plans, Customer's End Users’ data, FlexNet System performance, FlexNet System architecture and design, FlexNet System software,
other business and financial information of either party, and all trade secrets of either party

“End User"means any end user of electricity, water, and/or gas {as applicable} that pays Customer for the consumption of electricity, water, and/ar gas, as applicable
“Field Devices” means the SmariPoint Modules .

“FlexNet Base Station” identifies the Sensus manufactured device consisting of one transceiver, to be located on a tower that receives readings from the SmartPoint
Modules (either directly or via an R100 unif) by radic frequency and passes those readings to the RNI by TCPAP backhaul communication. For clarity, FlexNet Base
Stations include Metro Base Stations,

“FlexNet System" is comprised of the SmariPoint Modules, RF Field Equipment, Server Hardware, software licenses, Spectrum Lease, and other equipment provided to
Customer hereunder. The FlexiNet System anly includes the foregoing, as provided by Sensus. The FlexNet System does notinclude goads, equipmenl, software, licenses
or nghts provided by a third party or parties to this Agreament,

*Force Majeure” means an event beyond a party's reasonable control, including, without imitation, acts of God, hurricane._ flood, volcano, tsunami, tomado, storm, tempest,
mudslide, vandalism, flegal or unauthorized radio frequency intedference, strikes, lockouts, or other industrial disturbances, unavailability of compenent parts of any goods
provided hereunder, acts of public enemies, wars, blockades, insumrections, riots, epidemics, earthquakes fires, restraints or prohibitions by any court, board, department,
commission or agency of the United States or any States, any amrests and restraints, civil disturbances and explosion.

“Mosted Softwara" means those items listed as an Application in Exhibit A.

“InfOut Costs™ means any costs and expenses incurmed by Customer in fransporting goods between its warehouse and its End User's premises and any costs and
expenses incured by Customer in installing, uninstatling and removing goods,

“Intellectual Property” means patents and patent appications, inventions (whether patentable or nat), trademarks, service marks, trade dress, copyrights, trade secrets,
know-how, data rights, specifications, drawings, designs, maskwork rights, moral rights, author's rights, and other intellectual property rights, including any derivations
andior derivative works. as may exist now or hereafter come into existence, and all renewats and extensians thereof, regandless of whether any of such rights arise under
the laws of the United States or of any other state, counlry or jurisdiction, any registrations or applications thereof, and all goodwill pertinent thereto.

“LCM identifies the load control modules.

“Ongoing Fee”™ means the annual or monthly fees, as applicable, to be paid by Customer to Sensus’ authorized distributor during the Term of this Agreement.

“Patches™ means patches or other maintenance releases of the Software that comect processing errors and other faults and defects found previous versions of the Software.
For clarity, Patches are not Updates or Upgrades,

“Permitted Use” means only for reading and analyzing data from Customer’s Field Devices in the Service Temitary. The Permitted Use does not include reading third
devices not provided by Sensus or reading Fiekl Devices outside the Service Territory

“R1060 Unit” identifies the Sensus standalone, mounted transceiver that takes the radio frequency readings from the SmartPoint Modules and relays them by radio
frequency to the relevant FlexNet Base Station or directly to the RNI by TCP/IP backhaut communicalion, as the case may be

“Relsase” means both Updates and Upgrades.

“Remote Transceiver" identifies the Sensus standalone, mounted relay device that takes the radio frequency readings from the SmartPoint Modules and relays them
directly to the RNI by TCP/IP backhaut communication

“RF Flald Equipmen(” means, colectively, FlexNet Base Stations, R100 units (if any) and Remole Transceivers (if any).

“RNF" identifies the regional network interfaces consisting of hardware and software used to gather, store, and report data colected by the FlexNet Base Stations from the
SmartPoint Modules. The RNIhardware specifications will be provided by Sensus upan written request from Customer,

“RNI Softwara” identifies the Sensus proprietary software used in the RNI and any Paiches, Updates, and Uipgrades thal are provided to Customer pursuant 1o the terms
of this Agreement.

“Service Territory”identifies the geographic area where Customer utilizes Sensus equipment to provide services to End Users as of the Effective Date This area will be
described on the propagation study in the parties’ Spectrum Lease filing with the FCC.

“Server Hardware” means the RN! hardware

“SmartPolnt™ Modules™ identifies the Sensus transmission devices installed on devices such as melers, distribution automation equipment and demandfresponse
devices located at Customer's End Users’ premises that communicate with the relevant devices and transmit those communications by radio frequency to the relevant
piece of RF Field Equipment.

“Software” means all the Sensus proprietary software provided pursuant to this Agreement, and any Patches. Updates, and Upgrades that are provided to Customer
pursuant to the terms of this Agreement. The Software does not include any third party software.

“Updates" means releases of the Software that constitute a minor improvement in funclionality

“Upgrades” means releases of the Software which constitule a significant improvement in functionality or architecture of the Software.

“WAN Backhaul" means the communication link between FlexNet Base Stations and Remote Transceivers and RN,
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Exhibit A
Software

Software as a Service

1. Description of Services,
This exhibit contains the details of the Software as a Service that Sensus shall provide to Customer if both; (i) pricing for the appiication of Software as a Sewvice has
been provided o the Customer; and () the Customer is current in its payments to Sensus’ authorized distributor for such application of Software as a Service.

A

Software as a Service Generally.

Software as a Service is a managed service in which Sensus will be responsible for the day-to-day monitoring, maintenance, management, and supporting of
Customer's software applications. In a Soltware as a Service solution, Sensus owns all companents of the solution (server hardware, storage, data center,
network equipment, Sensus software, and all third-party software) required o run and operate the application. These software applications consist of the following
{each an “Application’):

» Regional Network Inferface (RNI) Software
e Sensus Analytics
o Essential Package

The managed application systems consist of the hardware, Sensus Software, and other third-parly software that is required to operate the software applications.
Each Application will have a production, and Disaster Recovery (as described below) environment Test environments are not provided unless otherwise
specifically agreed by Sensus in writing. Sensus will manage the Applications by providing 24 x 7 x 365 manitoring of the availability and performance of the
Applications.
Use of Software as a Service. Subject to the terms of this Agreement, Sensus shall make Software as a Service available to Customer fo access and use
solely for the Permitted Use and solely for so long as Customer is curmrent in its payments to Sensus or its authorized distributer for Software as a Service. The
Software as a Service term commences on the dale that Sensus first makes Software as a Service available to Customer foruse, and ends upon the earlier of:
(i) the expiration or termination of the Agreement; (i) breach by Customer of this exhibit or the Agreement; or (iif) Customer's termination of Software as a Service
as set forth in paragraph (C) below.
Termination of an Application. Customer shall have the option at any time before the end of the Term to terminate any Application by giving Sensus one
hundred twenty (120) days prior written notice. Such notice, once delivered to Sensus, is imevocable. Should Customer elect to terminate any Application,
Customer acknowledges that, (a) Customer shall pay all applicable fees, including any unpaid Software as a Service fees due in the current calendar year plus
a ten percent (10%) early termination fee, where such fea is calculated based on the annual Software as a Service fee due in the current calendar year; and (b)
Software as a Service for such Application shall immediately cease. If Cuslomer elects Lo terminate the RN) Application in the Software as a Service environment
but does not terminate the Agreement generally, then upon delivery of the notice to Sensus, Customer shall purchase the necessary {a) RNI hardware from a
third party and {b) RNI software license at Sensus’ then-cumrent pricing. No portion of the Software as a Service fees shall be applied to the purchase of the RNI
hamdware or software license.
Software as a Service means only the following services:

i.  Sensus will provide the use of required hardware, located at Sensus’ or a third-party's data center facility (s determined by Sensus), that is necessary to

operate the Application.

ii. Sensus will provide production and disaster recovery environments for Application
iit.  Sensus will pravide patches, updates, and upgrades to latest Sensus Hosted Software release.
iv.  Sensus will configure and manage the equipment {server hardware, routers, swilches, firewalls, elc.) in the data centers:

(a) Network addresses and virtual private networks (VPN)

(o) Standard ime source (NTP or GPS)

(c}  Security access points

(d) Respond to relevant alams and notifications

v. Capacity and performance management. Sensus will:

{a) Monitor capacity and performance of the Application server and software applications 24x7x365 using KP! metrics, thresholds, and alerts to
proactively identify any potential issues related to system capacity and/or performance (i.e. database, backspool, logs, message broker storage,
elc)

{b) Ifanissue is identified to have a potential impact to the system, Sensus will open an incident ticket and manage the ticket through resolution per
Exhibit B, Technical Support.

() Manage and maintain the performance of the server and perform any change or configuration to the server, in accordanca to standard configuration
and change management policies and procedures.

{d) Manage and maintain the server storage capacity and performance of the Storage Area Network {SAN), in accordance to standard configuration
and change management policies and procedures.

(e} Exceptions may occur lo the system that require Sensus to take immediale action to maintain the system capacity and performance levels, and
Sensus has authority o make changes without Customer approval as needed, in accordance to standard configuration and change management
policies and procedures,

vi. Database management Sensus will

(a) Implement the data retention plan and policy, and will provide the policy upon request.

{b) Monitor space and capacity requirements.

{c} Respond to database alarms and nofifications.

(d) Install database software upgrades and patches.

{e} Performroutine database maintenance and cleanup of database toimprove capacity and performance, such as rebuilding indexes, updating indexes,
consistency checks, run SQL queryfagent jobs, efc.

vii. Incident and Problem Management Sensus will:

{a) Proactively monitor managed systems (24x7x365) for key events and thresholds to proactively detect and identify incidents.

{b) Respond to incidents and problems that may occur o the Application(s).

{c) Maintain policies and procedures for responding 1o incidents and performing ot cause analysis for ongaing problems.

(d} Comelate Incidents and problems where applicable.
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viil,

(e) Sensus personnel will use the self-service portal to document and track incidents.

(1 Inthe event that Sensus personnel is unable to resolve an issue, the issue will be escalated to the appropriate Subject Matter Expert (SME),

(g) Maintain responsibifity for managing incident and problems through resclution and will coordinate with Customer's personnel and/or any required
third-party vendor to resolve the issue.

{h  Provide telephone support consistent with Exhibit B, Technical Support in the case of undetected events.

Security Management. Sensus will:

{a) Monitor the physical and cyber security of the server and Application(s) 24x7x365 to ensure system is highly secure in accordance with NIST
Security Standards,

{t) Perform active intrusion prevention and detection of the data center network and firewalls, and monitor logs and alerts,

(c) Conduct period penetration testing of the network and data center facilities.

(d} Conduct monthly vulnerability scanning by both internal staff and exiemal vendors.

(e} Perform anti-vines and Malware paich management on &)l systems.

{)  Install updates to virus prolection software and refated files (including virus signature files and similar files) on all servers from the update being
generally available from the anti-virus software provider.

(o) Respond to any potential threat found on the system and work to eliminate any virus or malware found.

(h)  Adhere to and submit certification to NERC/CIP Cyber Security standards,

()  Monitors industry requlation/standards regarding security — NERC, FERC, NIST, OpenSG, efc. through the dedicated Sensus security team.

(i Provide secure web porta} access (SSL) i the Application(s).

Backup and Disaster Recovery Management Sensus will:

{a)  Perform daily backups of data providing one (1) year of history for auditing and restoration purposes.

{b} Back-up and store data {on tapes or other storage media as appropriate) off-site lo provide protection against disasters and to meet file recovery
needs.

{c)  Conduct incremental and full back-ups to capture data, and changes to data, on the Application(s).

{d) Replicate the Application(s) environments to a geographically separated data center location to provide a full disaster recovery environment for the
Application production system.

{e) Provide disaster recovery environment and perform fail-over to Disaster Recovery environment within forty-eight (48) hours of declared event.

()  Generate a report following each and any disaster measuring performance against the disaster recovery plan and identification of problem areas
and plans for resolution.

{9} Maintain a disaster recovery plan. In the event of a disaster, Sensus shall provide the services in accordance with the disaster recovery plan.

{h}  In the case of 3 disaster and loss of access to or use of the Application, Sensus would use commercially reasonable efforts per the Recovery Time
Obijectives {(RTO) and Recovery Point Objectives (RPO) specified herein to restore operations at the same location or at a backup location within
forty-eight (48) hours.

(i)  The Application shall have a RTO of forty-eight (48) hours.

()  The RPQ shall be a full recovery of the Application(s), with an RPO of one (1) hours, using no more than a twenty-four (24) hour old backup. All
meter-related data shall be pushed from each Base Station/TGB restoring the database to real-time minus extemat interfaced systems from the day
prior.

{K)  Data from extemal interfaced systems shall be recreated within a forty-eight {48) hour period with the assistance of Customer personne! and staff,
as needed.

E. Customer Responsibifities:

iv.
V.
vi.
vii,

viii,
ix.
X,
xl.

xii,
xiii,
Xiv.

Coordinats and schedule any changes submitled by Sensus to the syslem in accordance with standard configuration and change management procedures.
Participate in all required canfiguration and change management procedures.

Customer will log incidents related to the managed Application with Sensus personnel via email, web portal ticket eniry, or phone call

Responsible for periodic processing of accounts or readings {i.e., billing files) for Customer’s billing system for billing or other analysis purposes,
Responsible for any field labor to troubleshoot any SmartPoint modules or smart meters in the field in poputations that have been previously deployed and
accepted.

First response labor to troubleshoot FlexNet Base Station, R100s, Remote Transceivers or other field network equipment.

Responsible for loca! area network configuration, management, and support.

Identify and research problems with meter reads and meter read performance.

Create and manage user accounts.

Customize application configurations.

Support application users.

Investigate application operational issues (e.g., meler reads, reports, alarms, etc.).

Respond to alarms and notifications.

Perform firmware upgrades over-the-air, or delegate and monitor field personnel for on-site upgrades

F.  Software as a Service does nof include any of the following services:

Parts or labor required to repair damage to any field network equipment that is the result of a Force Majeure event.
Any integration between appiications, such as Hamis MeterSense, would require a Professional Services contract agreement to be scoped, submitted,
and agreed in a signed writing between Sensus and all the applicable parties.

if an item [s not listed in subparagraphs in item (D) above, such item is excluded from the Software as a Service and is subject to additional pricing.

2. Further Agreements
A. System Uptime Rate.

Sensus (o its contractor) shall manage and maintain the Application(s) on computers owned or controlled by Sensus {or its contractors) and shall provide
Customer access to the managed Application{s) via intemet or point to point connection {i.., Managed-Access use), according to the terms below. Sensus
endeavors to maintain an average System Uptime Rate equal fo ninety-nine (99.0) per Month (as defined below). The System Uptime Rate, cumulative
across all Applications, shall be calculated as follows:

Systam Uptime Rate = 100 x (TMO — Total Non-Scheduled Downtime minutes in the Month)
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ii.

T™O

Calculations

a.  Tamgeted Minutes of Operation or TMO means fotal minutes cumulative across all Applications in the applicable month minus the Scheduled
Downtime in the Month.

b.  Scheduled Downtime means the number of minutes during the Month, as measured by Sensus, in which access to any Application is scheduled
to be tinavailable for use by Customer due to planned system maintenance. Sensus shall provide Customer notice (via email or otherwise) at jeast
seven (7) days in advance of commencement of the Scheduled Downtime.

¢ Non-Scheduled Downtime means the number of minutes during the Month, as measured by Sensus, in which access to any Application is
unavailable for use by Customer due to reasons other than Scheduled Downtime or the Exceptions, as defined below (e.g., due to a need for
unplanned maintenance or repair).

Exceptions. Exceptions mean the following events:

= Force Majeure

= Emergency Work, as defined below; and

» Lack of Intemet Availability, as described below.

a.  Emergency Work. Inthe event that Force Majeure, emergencies, dangerous conditions or other exceptional circumstances arise or continue during
TMO, Sensus shall be entitied to take any actions that Sensus, in good faith, determines Is necessary or advisable to prevent, remedy, mitigate, or
otherwise address actual or polential harm, interruplion, loss, threat, security or like concem to any of the Application(s) {"Emerency Work"). Such
Emergency Work may include, but is not limited to: analysis, testing, repair, maintenance, re-setting and ather servicing of the hardware, cabling,
networks, software and other devices, materials and systems through which access to and/or use of the Application{s) by the Customer is made
available (the "Managed Svstemns”). Sensus shall endeavor to provide advance notice of such Emergency Work to Customer when practicable and
possible,

b.  Lack of Intemet Availability. Sensus shall not be responsible for any deterioration of performance atiributable to latendies in the public internet or
point-to-point network connection operated by a third party. Customer expressly acknowledges and agrees that Sensus does not and cannot control
the flow of data to or from Sensus’ networks and other portions of the Internet, and that such flow depends in part on the performance of Internet
senvices provided or controlled by third parties, and that at times, actions or inactions of such third paries can impair or disrupt data transmitted
through, andfor Customer's connections to, the Intemet or point-to-point data connection (or portions thereof). Although Sensus will use commercially
reasonable efforts to take actions Sensus may deem appropriate to mitigate the efiects of any such events, Sensus canno! guarantee that such
events will not occur. Accordingly, Sensus disclaims any and all liability resulting from or relating to such events

System Availability. For each month that the System Uptime Rates for the production RN falls below 99.0%, Sensus will issus Customer the iollowing

Semoe LeveI Credlts

Less than 99.0% but at least 97.5% 5% of the monthly RN! SaaS Fees in which the service level default ..
occurred (Note: SaaS fees are pre-paid annually and for purposes
of SLA Credits are computed on a monthly basis )

Less than 97 5% but at least 95.0% 10% of the monthly RNI SaaS Fees in which the service level
default occurred

Less than 95.0% 20% of the monthly RNI SaaS Fees in which the service level
default occurred

Service Level Credits for any single month shall not exceed 20% of the RNI SaaS Fee associaled with the month in which the service leve! default occumred.
Sensus records and data will be the sole basis for ali Service Level Credit calculations and determinations, provided that such records and data must be
made available to Customer for review and agreement by Customer. To receive a Service Level Credit, Customer must issue a writien request no later
than ten (10) days after the Service Levet Credit has accrued. Sensus will apply each valid Service Level Cradit to the Customer's invoice within 2 biling
cycles after Sensus’ receipt of Customer’s request and confirmation of the failure to meet the applicable Service Level Credit. Service Leve! Credits wil
not be payable for failures to meet the System Uptime Rate caused by any Exceptions. No Service Level Credit will apply if Customer is not current in its
undisputed payment obligations under the Agreement. Service Level Credits are exclusive of any applicable taxes charged to Customer or collected by
Sensus. Sensus shall not refund an unused Service Leve! Credits or pay cash to Customer for any unused Service Level Credits. Any unused Service
Level Credits at the time the Agreement terminates will be forever forfeited. THE SERVICE LEVEL CREDITS DESCRIBED IN THIS SECTION ARE THE
SOLE AND EXCLUSIVE REMEDY FOR SENSUS' FAILURE TO MEET THE SYSTEM UPTIME REQUIREMENT OR ANY DEFECTIVE SAAS
PERFORMANCE. IN NO EVENT SHALL THE AGGREGATE AMOUNT OF SERVICE LEVEL CREDITS IN ANY ANNUAL PERIOD EXCEED 20% OF
THE ANNUAL RNI SAAS FEE.

Data Center Site-Security. Although Sensus may modify such security amangements without consent or notice to Cuslomer, Customer acknowledges the
followmg are the current arrangements regarding physical access to and support of the primary hardware components of the Managed Systems:

v.
v.

vi.

The computer room{s) in which the hardware is installed is accessible only to authorized individuals,

Power infrastructure includes one or more unintemmuptible power supply (UPS) devices and diesel generators or other allemative power for back-up
electrical power.

Air-conditioning faciities (for humidity and temperature controls) are provided in or for such computar room{s) and can be monitored and adjusted for
humidity and temperature seftings and control. Such air systems are supported by redundant, back-up and/or switch-over environmental units.

Such elecirical and AIC systems are monitored on an angoing basis and personne! are available to respond to system emergencies {if any) in real time
Dry pipe pre-action fire detection and suppressicn systems are provided.

Data circuits are available via multip’e providers and diverse paths, giving access redundancy.

Responsibilities of Customar.

|

Customer shall promptly pay all Software as a Service fees.

Customer may not(i) carelessly, knowingly, intentionally ar maliciously threaten, disrupt, hamm, abuse or interfere with the Application{s), Managed Systems
or any of their functionality, parformance, securily or integrity, nor attempt to do so; (i) impersonate any person or entity, including, but not fmited to
Sensus, a Sensus employee or another user; or {iii) forge, falsify, disguise or otherwise manipulate any identification information associated with
Customer’s access to or use of the Application(s).

The provisioning. compatibility, operation, security, support, and maintenance of Customer's hardware and sofware ("Cuslomer's Systems”) is exclusively
the responsibility of Customer. Customer is also responsibie, in particular, for corectly configuring and maintaining (i) the deskiop environment used by
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Customer to access the Application(s) managed by Sensus; and {ii) Customer’s network router and firewall, if applicable, to allow data to flow between
the Customer's Systems and Sensus’ Managed Systems in a secure manner via the public Intemet.

iv.  Upon receiving the system administrator account from Sensus, Customer shall create usemame and passwords for each of Customer's authorized users
and complete the applicable Sensus registration process {Authorized Users). Such usernames and passwords will allow Authorized Users fo access the
Application(s). Customer shall be solely responsible for maintaining the security and confidentiality of each user ID and password pair associated with
Customer's account, and Sensus will not be liable for any loss. damage o liability arising from Customer's account or any user ID and password pairs
associated with Customer, Customer is fully responsible for all acts and emissions that occur through the use of Customer's account and any user 1D and
password pairs. Customer agrees (i) not to allow anyone other than the Authorized Users to have any access to, or use of Customer's account or any user
ID and password pairs at any time; (i) to nolify Sensus immediately of any actual or suspected unauthorized use of Customer’s account or any of such
user ID and password pairs, or any other breach or suspected breach of security, restricted use or confidentiality; and (iii} to take the Sensus-recommended
steps lo log out from and otherwise exit the Application(s) and Managed Systems at the end of each session. Customer agrees that Sensus shall be
entilled to rely, without inquiry, on the validity of the user accessing the Application(s) application through Customer's account, account ID, usemames or
passwords.

v.  Customer shall be responsible for the day-to-day operations of the Appiication{s) and FlexNet System. This includes, without limitation, {i) researching
problems with meter reads and system performance, (ii) creating and managing user accounts, (jii) customizing application configurations, (iv} supporting
application users, (v} investigating application operational issues, (vi) responding to alarms and nolifications, and (vii) performing over-the-air commands
(such as fimware updates or configuration changes).

D. Sofiware Solution Components.

i.  Description of Software Solutions. Sensus software consists of a core communication module and a set of applications. Some applications are required
to perform basic solution capabilities, other applications are eptional and add additional capabiliies and function to the overall solution. As Customer's
business process expands andfor new Sensus offerings are made available, additional applications and functionality can dynamically be added to the
solution, provided Customer purchases such additional applications.

ii. Regional Network Interface. The Reglonal Network Interface (RNi} or Sensus head-end is the centralized intelligence of the FlexNet network; the RNI's
primary objective is to transfer endpaint (such as meters) data to the Customer and the advanced feature applications, The RNl is adaptable to Cusiomer
configurations by simultaneously supporting a wide range of FlexNet enabled endpoints; including but not limited to meters (electric, water, gas), streel
lighting, and Home Area Network devices.

a. CorePackage
{i} Communication
Manages all inbound and cutbound trafiic to and from endpoints
Outbound routing optimization
Route analyzer
AES256 bit encryption of radio messages
Reports and metric details of network performance and troubleshooling aids
6. Management of RF equipment (base stations and endpoint radios)
{i} Data Collection
1. Missing read management
2. Management of duplicale reads
3. 60 day temporary storage
{ili} Application integration
1. To Sensus Analylics applications
2. Enable 3@ party application integration
3. Balch CMEP file export
4, Real-ime access through MultSpeak
{(v) Endpoint Management
1. Gas, water, electric, fighting concurrent support
2. Remote configuration
3. Remote firmware updates
4. Reports, metrics and Troubleshooting
(v} User Management
1. Secure access
2. Password management
3. Definable user mles
4. User permissions to manage access to capabiities
b.  Integration of RNI. Sensus shall provide RN integration support services to Customer only to the exient specifically provided below:
(i} Sensus shall meat with the representative from the Customer's system(s) targeted for integration to determine which integration methed is
appropriate (e.g., Multispeak, CMEP, etc.),
1. In scope and included integrafion efforts: Provide the gateway URLs to the integraling system as needed, provide Customer with standard
integration AP documentation, validate and iest that the comect Customer informadion is flowing into and/or out of the RNI.
2. Qut of scope and subject to additional charges: Modifications or extensions {o the standard AP/ provided by Sensus and any infegration
efforts not outiined above as in scope and included.
(i} Customer Responsibilities:
1. Provide Sensus with information about the relevant information Customer wishes to transfer and integrate with the RN,
2. Establish the network and security required for the two systems to reasonably communicate.
3. Verify integration to third party system functionality is working as intended,
{iii) I anitem is not listed in subparagraph (i} abave, such item is excluded from the integration of Sensus RNI Support and is subject to additional
pricing.

D ca b =2

3. Sensus Analytics
Sensus Analytics is a doud-based solution and data platform that afiows storage and retrieval of raw reads and data from other sources for analysis, exportation, and
Inquiry or reporting. The platform provides applications and reporting capabiliies.
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A. Essential Package. The Essential Package of the Sensus Analytics Application shall consist of the following modules.

Vi

Device Access
Allows search for meter details by using data imported from the billing system or the Sensus Device 1D or AMI ID.
Allows a view of the meter interval or register reads.
Meter data is available to be copied, printed, or saved to certain user programs or file formats, specifically CSV, PDF, and Spreadshest,
Allows the current and historical data fo be viewed.
Allows the current usage to be compared to historical distribution averages.
Allows the user to see the meter location on a map view
Allows notifications for an event on a single meter to be forwarded to a Customer employee.
. Allows details to be viewed about a meter - (dependent on the data integrated from other systems).
eter Insight (provides the following)
# of active meters.
# of orphaned meters with drill down to the st of meters.
# of inactive meters with usage drill down to the list of meters
# of stale melers with drill down to the list of meters
# of almost stale meters with drill down to the list of meters.
# of meters where no read is available with drill down to the list of meters.
# of meters with maximum threshold exceptions with drill down to the list of meters.
# of meters with minimum threshold exceplions with drill down to the list of meters.
. # of unknown radios with drill down to the list of meters
epont Access
Allows the user to see meter alarms and choose & report from a list of standard reports.
Master Route Register Reads: Shows the lalest reads for all meters within specified time window,
Meter Route Intervals Reads: Allows users fo inspect intervals of a single meter over a period of time.
Master Route No Readings: List all meters that are active in the system, but have not been sending reads within the specified time window,
Consumption Report: List meters' consumption based on meter readings within the specified tme window.
Zero Consumption for Period: List melers whose readings do not change over a period of time,
Negative Consumption: Shows the number of occurrences and readings of negative consumption for the iast 24hr, 48hr and 72hr from the entered
roll up date.
High Low Exception Report: Displays meters whose reads exceed minimum or/and maximum threshold, within a time range.
Consumption vs Previous Reported Read: Compares latest reading (from RNI} with last known read received from CIS.
Consumption Exception 24 hour Report: This report shows meters that satisfy these two conditions: (1) The daily average consumptions exceed
entered daily consumption threshold; {2) The number of days when daily thresholds are exceeded are greater than the entered exception per day
threshold.
k. Endpoint Details: Shows the current state of meters that ane created within the specified ime range.
. Orphaned Meters: List meters that are marked as ‘orphaned’, which are created as of entered Created as of parameter,
m.  Biling Request Mismatch: Displays meters in a billing request that have different AMR id with the ones sent by RNI, 1t also shows AMR id in billing
request that have different meter Id In the RNI. Users must enter which billing request file prior to running the report.
n. All Alarms Report: List all alarms occurred during a time window. Users can select which alarm to show.
Billing Access
a Initiate the creation of billing export files formatted to the import needs of the billing system.
b.  Receive billing request files from the billing system to identify what melers to include in the billing export file in the case whera billing request file
option is used.
¢.  Provides a repository of past billing files that were either used for billing preparation or actually sent to the billing system.
d Wil store created billing fiies for a period of three years unless otherwise denoted.
e The system wil allow creation of test files before export to the billing system.
Billing Adaptor
a.  The underlying configurator and tools mapping the extraction of billing data to enable integration to the utility's billing system.
Data Store
a.  Allows storage of meter reading data including Intervals, Registers, and Alarms to be stored.
b
c
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Stored data is available online for reparts and analysis.
Data will be retained for 3 years. Additional duration can be purchased.

B. Integration of Sensus Analytics. Sensus shall provide integration support services to Customer only 1o the extent specifically provided below:

iv

Sensus shall provide Customer with a simple flat file specification known as VFlex for the integration of the Customer's back office system to the Sensus
Analytics modu'es. The VFiex shall contain the following types of information: Device ids, end users in the system, end user statits, end user account
information, end user name, and other end user details. This flat file may be defimited or fixed width. Customer shall produce this file and transmit it to the
FTP location designated by Sensus. When sent to the Sensus FTP servers, this file exchange will enable the system to become operational with the
Customer’s systems. Customer shall produce this file and transmit it to the FTP location designaled by Sensus. Sensus will provide reasonable support
to explain to Customer the required vs. optional fields that are in the specification, testing and validation of the file format and content.

In scope and included integration efforts: kick-off meeting to engage all required parties, mapping the Customer's fields to the VFlex specification, validation
of expected output, and a twa (2) hour system review of Sensus Analytics application and integration with the Customer's system (conducted remotely).
Out of scope and subject to additional charges will be the transformation of data where business logic including code must be written to modily the field
content or format of the data to meet the VFlex specification.

Sensus' integration services consist of four (4) hours of assistance {remote or on-site, as determined by Sensus). If additional time is needed to complete
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the integration efferts, Sensus shallinvoice Customer for additional fees on an actual time and materials basis.
v. I an item Is not listed in subparagraphs (i) or {ii) above, such item Is excluded from the integration of Sensus Analytics Support and is subject
to additional pricing.
vi. DataImport. The Sensus Analyfics Application contains adapters for the import of data from: (a) Customer's FlexNet System; andor {b) AutoRead
application for handheld and drive by systems, as applicable.
vii. Customer Acknowledgements.

a.  Customer acknowledges that the Sensus Analytics Application provides up to fifty (50) user logins for Customer's use.

b.  Cusiomer acknowledges and agrees the Sensus Analytics Application is based upon the actual number of End Users within Customer's Service
Tenmitory. Pricing may increase if Customer's Service Temitory or actual number of End Users expands.

¢ Customer acknowledges that all data related to the Sensus Analytics Applications is geographically hosted within the United States of America.
Customer accepts the geographic location of such hosting, and indemnifies Sensus for any daims resulting therefrom.

d.  Customer acknowledges and agrees that the Intellectual Propery provisions of this Agreement apply in all respects to Customer's access to and
use of the Sensus Analytics Applications.

e, Customeris responsible for validating the data analyzed by the Sensus Analytics Applications. Sensus makes no promises of improving Customer's
operations or saving Customer money, nor Is Sensus liable for any damages resulting from decisions made by Customer related to Customer's use
of Sensus Analytics,

4. Third Party Software.
A.  RedHat Linux.If Sensus is providing Customer with a license to use RedHat Linux Software, Customer agrees to the following:
By entering into this Agreement, Cusiomer agrees to abide by and to be legally bound by the terms and conditions of the Red Hat End User License Agreements
identified below, each of which ame incorporated into this Agreement by reference and are available at the websites identified below. Please read the Red Hat
End User License Agreements and incorporated references carefully,

Subscription: End User License Agreement:
Red Hat Enterprise Linux hitp:iiwww.redhat.com/icenses/rhel_rha_eula.html
JBoss Enlemprise Middleware hitp:/fwww.redhat.comflicenses/iboss_eula.htmi
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Exhibit B
Technical Support

1. Intreduction

Sensus Technical Services provides utility customers with a single point of contact for Tier 1 support of technical issues as well as any coordination of additional
resources required 1o resolve the issue. Requests that require specialized skills are to be forwarded to a senior support engineer or Technical Advisar within the
team for further analysis, If Technical Services has exhausted all iroubleshooting efforts for the product type, the issue will escalate to the Engineering Support
Team. Occasionally, on-site troubleshootingfanalysis may be required. The prefered order of on-site support is:

a)  The Customer (for assistance with the easiest and lowest time-consuming activities such as power on/power off).
t)  The local distributor.
¢)  Sensus employees or contracted personnel, if required to fuffill a contract commitment,

2. Suppor Categories

2.1, General questions regarding functionality, use of product, how-to, and requests for assistance on Sensus AMR, AMI, RF Network Equipment, Metering
Products, Sensus Lighting Control, and Demand Response Management System {FlexNet Hame).

2.2, Proactive reporting and resolution of problems.

23.  Reaclive reporting to isclate, document, and solve reporied hamdware/software defects.

24,  Responding lo senvice requests and product changes,

2.5.  Addressing customer inquiries with printed or electronic documentation, examples, or additional explanation/dlarification.
3, Support Hours

3.1, Standard Support Hours: Toll-free telephone support (1-800-638-3748 option #2) is available Monday thru Friday from 8-00 a.m. EST to 8:00 p.m. EST. After-
hours, holiday and weekend support for Severity 1 and Severity 2 issues is avaiable by calling 1-800-638-3748, option #8,

4, Support Procedures
4.1.  Customer identifies an issue or polential problem and calls Technical Services at 1-800-638-3748 Option #2. The Customer Service Associate or Technical
Support Engineer will submit a SalesForce ticket.

4.2.  The Customer Service Associate or Technical Support Engineer will klentify the caller name and utifty by the assigned software serial rumber, city, and state
based on where the call originated, The Customer Service Associale or Technical Support Engineer will require a brief description of the prablem symptoms
or emor messages depending on nature of the incident, The nature of the problem and severity levels will be mutually agreed upon by both parties {either at
the time the issue is enlered or prior to upgrading or downgrading an existing issue) using the severity definitions below as a guideline. The severity level is
then captured into SalesForce for ticket creation and resalution processing. Any time during the processing of this ticket, if the seventy level is changed by
Sensus, the customer will be updated,

A.  Severnity Levels Description;

Sev1 Customer's production system is down, The system is unusable resulting in tolal disruption of work. No workaround I avallable and requires
immediate attention,

Example: Network mass outage, all reading collection devices inoperable, inoperable head end software (e.g., FlexWare, Sensus MDM). Not able to
genenate billing files.

Sev2 Major system feature/function failure. Operations are severely restricted; there is a major disruption of wark, no acceptable work-around is
available, and failure requires immediate attention.

Examples: Examples: Network equipment faflure (e.g., FlexNet Echo, FlexNet Remote, Base Station transceiver, or VGB); inoperable reading devices
(e.g., ARGS00, VXU, VGB, or CommandLink), head end software application has impertant functionality not working and cannot create export file for
billing system operations.

Sev3 The system is usable and the Issue doesn't affect critical overall operation.

Example: Minor network equipment failure (e g., Echo/Remote false alarms or Base Station transceiver false alams); head end sofware application
operable bul reports are not running propery, modification of view or some non-critical function of the software is not running.

43,  The Customer Service Associate or Technical Support Engineer identifies whether or not the cuslomer is on support, If the custorer is not an support, the
customer is advised of the service options as well as any applicable charges that may be billed,

44. Calls are placed in 3 queue from which they are accessible to Technical Support Engineers on a first-come-first-served basis. A 15t leve! Customer Service
Assuciale may assist the customer, depending on the difficulty of the call and the representative’s technical knowledge, Technical Support Engineers (Tier 1
support} typically respond/resolve the majority of calls based on their product knowledge and experience. A call history for the particular account is researched
lo note any existing pattem or if the call is a new reporl. This research provides the representative a basis and understanding of the account as well as any
assaciated problems and/or resolutions that have been communicated.

a.  Technical Services confirms that there is an issue or problem that needs further analysis to determine its cause. The iollowing information must be
collected: a detailed description of the issue's symptoms, details on the software/ardware product and version, a description of the environment in which
the issue arises, and a list of any corrective action already taken.

b.  Technical Services will check the intemal dalabase and product defect tracking system, to see if reports of a simitar problem exist, and if any working
solutions were provided. |f an existing resolution is found that will address the reporied issue, it shall be communicated to the customer. Once it is confirmed
that the issue has been resolved, the ticket is closed.

c.  [ithere is no known defect or support that defines the behavior, Technical Services will work with the customer to reproduce the issue. If the issue can be
reproduced, either at the customer site or within support center lest lab, Technical Services will escalate the ticket for further investigation / resolution.

If the issue involves units that are considered to be defective with no known reason, the representative will open a Special Investigation RMA through the
SalesForce system. fit is detenmined that a sample is required for further analysis, the customer will be provided with instructions that detail where ta send the
preduct sample(s) for a ot cause analysis. Once it is determined that the issue cannol be resolved by Tier 1 resources, the ticket will be escalated to Tier 2
support for confimationworkarounds to resolve immediate issue. Technical Services will immediately contact the customer to advise of the escalation. The
response and escalation imes are listed in Section 5. At this time, screen shots, log files, configuration files, and database backups will be created and
atiached to the ticket.

5. Response and Resolution Targets.
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Sensus Technical Support will make every reasonable effort to meet the following response and resolution targets:

Severity Sta;:::::erget Standard Target Resolution Resolution (one or mora of the following)
Immediately assign trained and qualifed SSiecky woniapuncle pgided:
Services Staff to comect the emor on an Program patch is provided.

i 30 Minutes expedited basis. Provide ongoing Fix incorporated info future release.
comml.!nlcalion on the status of a Fix or workaround incorporated into
correction (24 hours). SalesForce Knowledge Base.

Satisfactory workaround is provided.
Assign trained and qualified Services Program palch is provided,

2 4 hours SENIO comec! he enor. Priade Fix incorporated o future release
communication as updates occur (48 ;
hours). Fix or workaround incorporated into

SalesForce Knowledge Base,
Answer o question is provided.
Satisfactory workaround is provided.
3 1 Business Day 30 business days Fix or workaround incorporated into
SalesForce Knowledge Base.
Fix incorporated into future release.
Problem Escalation Process.

6.1. i the nomal support process does not produce the desired results, or if the severity has changed, the kssue may be escalated as follows to a higher level of

authority.

6.1.1.1. Severity 1 issues are escalated by Sales or Technical Services to & Supervisor if not resolved within 2 hours; 1o the Manager level if not resolved

within 4 hours; to the Director level if not resolved within the same business day; and to the VP level if nof resolved within 24 hours.

6.1.1.2. A cuslomer may escalate an issue by calling 1-800-538-3748, Option 2. Please specify the SalesForce ticket number and the reason why the issue
is being escalated.

6.1.1.3. Inthe event that a customer is not satisfied with the level of support or continual problem with their products, they may escalate a given SalesForce

ticket to Manager of Technical Services (1-800-638-3748, Option 2),
General Support Provisions and Exclusions,

7.3.  Sensus provides online documentation for Sensus products, and all Sensus customers are provided access to this onfine database, which includes operation,
configuration and technical manuals. The customer shall provide names and email accounts to Sensus so Sensus may provide access to the product

documentation.

7.2 Specialized support from Sensus is available on a fee basis to address support issues outside the scope of this support plan or if nol covered under another

specilic contract or statement of work. For example: specialized systems integration services or out of wamanty network equipment repair,
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